Enriching your blog post

® Category: Create

® Activity Description:
Adding an image to your blog post

® Aims (What are you going to learn?):
At the end of this lesson you will be able to:

o Understand Blogging

o Understand and Use WordPress

o Publish Blogs with mixed content (text, and
pictures)




® Digital Competences:

o Sharing through digital technologies

o Engaging in citizenship through digital
technologies

o Developing digital content

o Integrating and re-elaborating digital content

o Copyright and licences Identifying needs and
technological responses

® What are you going to need?
o Internet Access

o Computer (Laptop or Desktop) or a “smart
device

o Access to a wordpress site (username &
password)
Software:

o Web browser

® Audience/target group: Adults

® Time needed: 15-20 minutes



® Level of difficulty:

® Before we start we need to ensure that the user has:
o intermediate skills of web navigation,

o authoring skills

® Related blogging platforms:

O Drupal é Dr'UpOI

O Joomla /f
&

Joomlal’

O Blogger



STEPS TO ADD AN IMAGE TO A BLOG POST

1 - Open your browser and visit the wordpress site. An example is

given below:

#. https://cert.bournemouth.ac.uk c
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BU-CERT News

5.9 million payment cards exposed in massive data breach at mobile retailer

Posted on 14 June 2018
From digitaltrends.com

Prominent U.K. mobile technology retailer Dixons Carphone has been the victim of a massive data hack, in which payment details stored by 5.9
million customers were accessed illegally. The payment data was stored in the processing system of Currys PC World and Dixons Travel stores, the
latter of which operates in airports.

Dixons Carphone said 5.8 million cards accessed were protected by chip-and-PIN payment protection, and the important card verification value
number (CVV) printed on the back of payment cards was not stored, leaving the majority of customers free from immediate worry. However, the
remaining 105,000 cards accessed in the hack were cards not issued in Europe and did not have chip-and-PIN protection. These cards were likely
used at Dixons Travel stores by airport visitors, but Dixons Carphone says it hasn’t found evidence of fraud in these either.

More information here

Posted in News

Ticketfly got hacked, user data was leaked

Pacted an 4 line 2018

2.Find the login page and enter your login:

Username or Email Address

your_usename

Password

Remember Me

Lost your password?

< Back to BU-CERT
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5.Find a suitable picture, either by searching online or by creating
your own using image creation tools (see “Create/Introduction to
image editing” Eduweb course)

@creative
commons

Keep in mind that the pictures you will find
online may be copyrighted and you may not be
able to reproduce them. There are sites that
contain pictures available for any use, e.g.

http://www.pexels.com

PEXELS

Legal Simplicity

All photos on Pexels are free for any personal and
- & .ecommercial purpose.




6.Click on the picture of your choice and then on Free Download

¥ Free Download -

Q @ collect P Donate

Markus Spiske

' freeforcommercialuse.net
+

View all 976 photos

CCO License

v Free for personal and commercial use
v No attribution required
Learn more about the license »

Like Pexels on Facebook

Similar Photos

7.Save the file onto your computer. The location is dependent on
the browser you are using. Say that it is stored in the Downloads
folder:

[ ) Opening chocolate-cold-cone-126790.jpg

You have chosen to open:

= chocolate-cold-cone-126790.jpg
which is: JPEG Image (4.7 MB)
from: https://images.pexels.com

What should Firefox do with this file?

/Openwith Preview (default)
O save File

" | Do this automatically for files like this from now on.




8.0pen the containing folder and drag and drop the picture into

the blog text area. Once finished, the image will appear with your

text
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9 -That’s it! Visit the site to check the post. As long as you are
logged in, you can edit the post if you need to change any of its
content.

Lesson Assessment

Am | able to search for pictures
online?

Am | able to identify whether | am
allowed to use a certain picture?

Am | able to include pictures in my
blog posts?

Online Dangers

® Never give your password to another person and always
keep it in a secure place.

® Do not use the same password for the blog
and other services (email, banking and sites
you make purchases).




