Creating a simple blog post on WordPress

® Category: Create

® Activity Description:
Create a text blog post

® Aims (What are you going to learn?):
At the end of this lesson you will be able to:
o Understand Blogging

o Understand and Use WordPress
o Publish Blogs




® Digital Competences:
o Sharing through digital technologies
o Engaging in citizenship through digital
technologies
o Developing digital content
o Integrating and re-elaborating digital content

® What are you going to need?
o Internet Access
o Computer (Laptop or Desktop) or a “smart”
device

o Access to a wordpress site (username &
password)
Software:

o Web browser

® Audience/target group: Adults

®Time needed: 15-20 minutes



® Level of difficulty:

® Before we start we need to ensure that the user has:

o intermediate skills of web navigation,
o authoring skills

® Related blogging platforms:

O Drupal é DI"Ule

O Joomla ﬂ
o

Joomlal

O Blogger




STEPS TO CREATE A BLOG POST

1 - Open your browser and visit the wordpress site. An example is
given below:

#. https://cert.bournemouth.ac.uk c

BU CERT

Categories BU-CERT News

Alerts and warnings
BU Safe

Hit by ransomware? 5.9 million payment cards exposed in massive data breach at mobile retailer

Incident handling
News Posted on 14 June 2018

From digitaltrends.com

Prominent U.K. mobile technology retailer Dixons Carphone has been the victim of a massive data hack, in which payment details stored by 5.9

Noticed a prob|em? million customers were accessed illegally. The payment data was stored in the processing system of Currys PC World and Dixons Travel stores, the
latter of which operates in airports.
Dixons Carphone said 5.8 million cards accessed were protected by chip-and-PIN payment protection, and the important card verification value
-or- number (CVV) printed on the back of payment cards was not stored, leaving the majority of customers free from immediate worry. However, the

remaining 105,000 cards accessed in the hack were cards not issued in Europe and did not have chip-and-PIN protection. These cards were likely

Are you & victin of ra used at Dixons Travel stores by airport visitors, but Dixons Carphone says it hasn't found evidence of fraud in these either.

More information here

+NOmOXeransom.org Posted in News

5@ B8 ESEOED

Ticketfly got hacked, user data was leaked

Pasted an 4.line 2018

2.Find the login page and enter your login:

Username or Email Address

your_usename

Password

Remember Me

Lost your passwort

< Back to BU-CERT



3.This will take you to the Dashboard. Click on the m

BU-CERT 2

@ Dashboard

Home

Updates (2

Posts
Media
Pages
Comments
Contact

Search Live

Appearance
Plugins (1
Users

Tools

Settings

Dashboard

Your browser is out of date!

It looks like you're using an old version of Firefox. For
the best WordPress experience, please update your
browser.

Update Firefox or learn how to browse happy

Dismiss

At a Glance

A 72 Posts M 3Pages

WordPress 4.9.6 running BU-CERT theme.

Activity

Recently Published
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Quick Draft

Title

What's on yt

WordPress Ev

Attend an upcc

&5 WordPres:
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25 Monthly \
Oxford OX
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Cheltenha

4. Enter a Title (1), the main content (2) and any category
information (3). Click on Publish when finished (4).
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5.That’s it! Visit the site to check the post. As long as you are
logged in, you can edit the post if you need to change any of its

content.

Lesson Assessment

Am | able to create a new post?

Am | able to identify a suitable
thematic category of my post?

Am | able to re-visit my post and
edit it?

Online Dangers

® Never give your password to another person and always
keep it in a secure place.

® Do not use the same password for the blog
and other services (email, banking and sites
you make purchases).




